Problem / Question

BYOx - Microsoft Family Features of Content Restriction (stopping access to inappropriate sites) conflicts with
Onboarding a device

Solution

1. The parent must log into their Microsoft account first, add the white listings under the Content Restrictions
section:

W M https://account.microsott.com/family/settings/content-restrictions/193521 /319382644283 #cr-appsgames-header

B Microsoft Store v Products + Support

Account Your info Privacy Security Rewards Payment & billing - Services & subscriptions Devices Family

Bridgepoint User

Activity  Screentime ¢ Content restrictions pending

Y Ask a parent

Turn this on to require adult approval for the things your child wants to buy in the Microsoft Store—except for Needs adult approval to buy things
what they get with gift cards or money in their Microsoft account. @ off

Email me when my child gets stuff

@ o

QA a. -

2. The parent Microsoft account needs to add following three sites into children account's white list:

e The homepage(s) of the default browser (Microsoft Edge or Internet Explorer)
e msftconnecttest.com/redirect
e guestportal.byo.eg.edu.au

@ Web browsing

Turn this on to block inappropriate websites and help protect your child from sites and search results that are Block inappropriate websites

too mature. Q On

This setting only works with Microsoft Edge and Internet Explorer on Windows 10 and Xbox One devices and
blocks commonly used browsers to help keep your child safer. To unblock them, go to Always blocked in the
Apps, games & media section above.

Adult content is blocked and SafeSearch is on

Always allowed (3)

-+ Only allow these websites ()

me¢ msftconnecttest.com/redirect X Remove
@ msn.cn/spartan/dhp?locale=en-US&market=AU&enableregulatorypsm=0&enablecpsm=0&ishostisolation... X Remove

@ guestportal.byo.eq.edu.au/ X Remove



Issues:

e The URL must be put in exactly as above, we attempted to add the guestportal with an additonal / at the
end of the URL and this caused it to fail. You may be able to add the http/https at the beginning but this
iS not needed.

3. Once added, the student/child microsoft account must be logged into the device and the Internet accessed in
order to sync the settings to the machine.

4. Once the child account is synced the onboarding process can continue.



